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Abstract

High voltage dc networks are a promising technology to flexibly transmit power over long distances. However, dc grid protection is still a major challenge. DC fault clearance can be mainly achieved with three devices. These are ac circuit breakers (ACCBs), dc circuit breakers (DCCBs) and converters with fault current blocking (FB) capability. In spite of their great operational advantages, FB converters have attracted less attention than ACCBs or DCCBs in dc protection research. To bridge this gap, this paper investigates a protection strategy for a multi-terminal dc (MTDC) network equipped with FB converters and fast dc disconnectors. A novel minimum opening protection approach fully based on local data is proposed. Digital simulations are carried out using PSCAD/EMTDC. Simulation results show that only the two fast dc disconnectors placed in a faulty link operate following a dc fault. These results have verified proposed ideas for the protection of MTDC networks.

I Introduction

High voltage dc (HVDC) transmission has emerged as a reliable alternative for high power transfer over long distances [1]. Among the different available technologies, deployment of modular multi-level converters (MMCs) for power conversion between ac and dc systems has reached a mature stage [2]. MMCs offer the advantages of achieving high controllability, scalable power and voltage ratings, high efficiency, and an easy integration to form multi-terminal dc (MTDC) networks.

The design of MMC submodules is mainly based on half-bridge or full-bridge configurations [3]. Half-bridge converters incur lower power losses in comparison to full-bridge submodules and are more economic. However, in the case of a dc fault, current flows uncontrollably through the free-wheel diodes. Conversely, full-bridge submodules are able to quickly interrupt the converter dc fault current contribution [4]. Due to this, converters employing full-bridge submodules fall in the category of fault current blocking (FB) converters. Other advantages of the FB converter include dc voltage controllability and flexibility, i.e. possibility of a smooth voltage ramp up, voltage level reduction to mitigate atmospheric conditions and voltage polarity reversal for fast de-ionisation of the arc [5].

The fault current interruption capability of the FB MMC is a very important feature [6]. This could also be achieved with traditional ac circuit breakers (ACCBs) or with dc circuit breakers (DCCBs). The use of ACCBs is economical but may be impractical due to their long operation times, which may cause a long outage time of an MTDC grid [7]. The latter option is preferable, although DCCBs are not commercially available yet and will appear in the market at a high cost [8].

Fault detection and discrimination (selectivity) for dc networks is a subject undergoing intense study within HVDC research. Various fast and selective algorithms have been proposed in the literature [7]. Among these, communication-based methods achieve good results in terms of selectivity [9] at the expense of incurring communication delays, potential communication channel failure and a higher system cost. On the other hand, methods based on local data have the advantage of a fast decision-making.

Recent work has addressed the use of selective algorithms based on current or voltage derivatives [10]–[12]. However, derivative methods have been tested in MTDC grids composed by cables only. Their application for overhead lines (OHLs) is more complex due to the low distributed capacity, fast propagation delay and atmospheric disturbances. In addition, the derivative approach is sensitive to the fault impedance and to the size of link inductors. These inductors are placed at the end of each dc link and are commonly referred to as current rate limiting devices. A dc fault causes a positive rate of change of current in many dc relays. On the links in the vicinity of the fault, the rate of change of current is reduced due to the limiting function of inductors. Hence, using the derivative methods, dc faults can be classified as internal or external by comparing the derivative values with pre-defined thresholds.

Even if the commercial availability of DCCBs poses important restrictions, the practical realisation of MTDC networks may be achieved by incorporating alternative protection devices. A feasible option is to employ converters capable of blocking fault current. To the knowledge of the authors, only one protection strategy for MTDC grids using FB converters has been reported in the literature [13] and, in spite of its potential, constitutes an under-researched topic that should be carefully analysed. To bridge this research gap, a protection strategy for MTDC grids equipped with FB converters is proposed in this paper. The scheme is based on a fault detection and a novel fault discrimination algorithm.
Quick selectivity is achieved through a minimum opening approach. Simulations are carried out using PSCAD/EMTDC. Results show that the strategy is robust to changes in grid configuration and that it is capable of discriminating faults within a wide impedance range.

2 Protection Strategy

Protection strategies consist of fault detection and fault discrimination algorithms. These initiate the operation of fault clearance and fault isolation devices. Grid operation resumes following fault isolation and once no overvoltage is ensured. In the protection strategy proposed in this paper, fault clearance is facilitated by the blocking action of the FB converters, whereas fault isolation is achieved by the opening of fast dc disconnectors (FDs).

It should be emphasised that the proposed protection strategy is a minimum opening approach. This means that ideally only the FDs placed in the faulty link operate.

2.1 Fault Detection

Fault detection algorithms continuously monitor and analyse dc current and dc voltage. In the study carried out in this work, the detection criteria include overcurrent, under-voltage and current derivative algorithms.

The overcurrent algorithm is based on the transgression of a predefined threshold, which has been set as 120% of the nominal dc current capability. The undervoltage criterion is based on a similar principle, with the threshold being set as 85% of the nominal dc pole-to-ground voltage.

On the other hand, the current derivative algorithm is implemented using an adaptive threshold. This criterion exploits sensitivity and speed requirements, where a lower current derivative threshold leads to fast detection flags. The threshold is based on maximum noise detection over a period of time. Hence, it corresponds to a safety factor (assumed as two) multiplied by the noise peak value of a moving window (of 20 ms). A transgression of this threshold for two consecutive time samples implies that a fault has taken place. Since the threshold should comply with set-point changes and operational events, a minimum value or holding time should be considered.

Figure 1 shows an example of the steady-state dc current noise captured by signal ‘didt’. As it can be observed, the maximum peak ‘didt_pk’ is updated once the noise peak is captured in the time-moving window.

A fault is detected if any of the previously described criteria transgresses their respective detection thresholds. Typically, fault detection times are of a few time samples to 1 ms following the arrival of the transient waves.

2.2 FB Converter Blocking

The blocking of FB submodules leads to a quick dc current interruption. In this work, the blocking order consists of the removal of firing pulses to the electronic switches.

HVDC converters are typically protected against overcurrent [1]. In case of an overcurrent event (assuming a 1.2 pu threshold) a blocking order is generated with an assumed processing delay of 0.1 ms. A blocking order is also generated in the case of fault detection in a busbar unit (see Section 3), where a delay of 2 ms is assumed. The blocking criteria, whilst ensuring a safe operation of the converter, is made deliberately slow to allow sufficient time for the analysis of the dc current fault profile in the discrimination algorithm.

Once a converter is blocked, dc current starts to decay to zero. Thus, dc fault energy \( E_{dc} \) is absorbed by the arm submodules:

\[
E_{dc} = \frac{1}{2} L_{eq} I_{pk}^2
\]

where

\[
L_{eq} = L_{dc} + \frac{2}{3} L_{arm}
\]

In equations (1)–(3), \( L_{eq} \) is the equivalent inductance, \( L_{arm} \) the converter arm inductance, \( L_{dc} \) the equivalent link inductance, \( I_{pk} \) the approximated peak dc current at blocking time, \( I_0 \) the pre-fault dc current, \( V_{dc} \) the pole-to-pole dc voltage, and \( T_{blk} \) the time from the arrival of a transient fault current until the converter blocking instant. The FB blocking mode generates a dc voltage equal to \(-V_{dc}\). Hence, the approximate time \( T_{fault} \) for the dc current to decay to zero is given by

\[
T_{fault} = \frac{1}{2} I_{pk} \left( \frac{L_{eq}}{V_{dc}} \right)
\]

The decay time to zero \( T_{fault} \) depends on \( T_{blk} \) and \( L_{eq} \). Selecting low values for these protection related parameters is important as they would reflect on a faster current interruption and lower energy absorption by the FB converter. Hence, as fast fault clearance is already ensured by the FB converter blocking action, current limiting devices may be required at a reduced rating (or even avoided). As a disadvantage, fault discrimination algorithms based on the current derivative may not be applicable for grids equipped with FB converters.

2.3 Fault Discrimination

Fault discrimination uses local dc current to determine the faulty dc link. It starts with the fault detection and terminates once the converter associated with that protection relay is blocked. As the blocking operation quickly alters the dc current and dc voltage profiles, discrimination decisions must be taken before the blocking instant. The discrimination algorithm used in this paper is composed by a current direction algorithm and by a novel current comparison of rate of change (CCRC) algorithm.
The current direction algorithm analyses the sign of the current change at the instant of fault detection. Therefore, if the change of current is positive, the fault is classified as potentially internal to a dc link. This can be expressed as

\[ \frac{dI}{dt} (t_{det}) > 0 \]  

where \( \frac{dI}{dt} \) is the current derivative and \( t_{det} \) the fault detection instant. Conversely, if the rate of change of current is negative, then the fault is determined as external. It should be emphasised that the previous statements are valid for a dc current sensor oriented for positive current flow from a busbar to a dc link. Due to its simplicity, the current direction algorithm is recommended to form part of dc discrimination algorithms; however, it should be borne in mind that on its own it only achieves partial discrimination.

The CCRC criterion is based on the comparison of the peaks of a second current derivative signal, which is triggered when the incident peak amplitude exceeds a minimum threshold. The voltage step caused by a dc fault leads to an increase in dc current. However, the voltage drop is not instantaneous as it is supported by link capacitance and converters operating in voltage control mode. A converter blocking action results in a loss of voltage and, thereafter, a further voltage drop appears which affects the dc current increase rate.

Figure 2 shows the dc fault current of a dc relay external to a faulty link. At approximately 0.011 s the fault induced current wave arrives to the relay location and fault detection is quickly achieved. From this instant, the current increases at a given rate of change (period 1). Shortly after, it continues to increase from 0.012 s but at a different rate (period 2). The difference in slopes occurs as the converters located in the vicinity of the fault block earlier than those at remote locations. Consequently, the voltage drop caused by this blocking action propagates to non-faulty links and results in a superimposed current with a positive value. This current waveform has a larger rate of change compared to that of the fault induced transient wave.

Changes in current may be captured by a second order derivative function. A filter is applied to reduce susceptibility to measurement noise. The first incident wave is processed in such a way that its peak is captured and compared with the peaks of the following incident waves. Hence, a fault is discriminated by the CCRC criterion if:

\[ pk1 > pk2 \]  

where \( pk1 \) is the amplitude of the captured incident wave, \( pk2 \) the maximum amplitude of the reflected waves, and \( thr_{min} \) a minimum threshold (set as 0.2 pu/ms²).

If all conditions given by Equations (5)–(7) are satisfied, the fault is classified as internal. If any of those conditions is not complied with, the fault is then external.

It should be noted that this fault discrimination method can also be effectively utilised in a DC grid consisting of different converter topologies, including the converters without the ability to block DC fault current.

2.4 Overvoltage and Voltage Unbalance Suppression

A pole-to-ground (P2Gnd) fault taking place in a symmetrical monopole topology causes a voltage shift. The voltage at the faulty pole collapses, while it typically doubles at the non-faulty pole. This event creates an overvoltage which must be removed quickly to avoid damage to the links and the insulation. Although the overvoltage may decay naturally, this process takes a long time and is highly dependent of the grounding reference—which is commonly used on the ac side of the system [14]. In addition, the start-up of a monopole dc link with a voltage unbalance may lead to asymmetric operating voltages. Hence, not only the overvoltage must be suppressed prior to grid restoration but also the voltage unbalance.

A method to quickly suppress the overvoltage and voltage unbalance is here proposed. P2Gnd fault detection is achieved within 2 ms if only one pole experiences an undervoltage event. This can be expressed as

\[ V_p > 0.45 \text{ pu} \text{ and } |V_n| < 0.45 \text{ pu} \]  

\[ V_p < 0.45 \text{ pu} \text{ and } |V_n| > 0.45 \text{ pu} \]

where \( V_p \) is the positive and \( V_n \) the negative dc pole voltage.

After a P2Gnd fault detection, the submodules of one phase of the FB converter are temporarily bypassed. This results in a connection of the positive pole with the negative pole through the insulated-gate bipolar transistors (IGBTs) and arm reactors of the submodule. In addition, this implies connecting the ac to the dc side; thus, an overcurrent is expected, which could be sustained if the FB converter is blocked. If an overcurrent occurs, the converter blocks for 1
The main benefits of the proposed protection strategy include:

1. A limitation of dc fault current level due to the fast clearance action of FB converters. This leads to a reduced rating of current limiting devices at the link ends as the dc current increasing period is very short.

2. A discrimination criterion for a minimum opening approach. The CCRC algorithm is based on the pattern of dc fault currents and thus, pre-defined thresholds are not required. Conversely, local discriminative methods found in the open literature are mainly based on current derivative approaches with pre-defined thresholds. Hence, the presented method represents a novel alternative to discriminate dc faults.

3. A method for fast overvoltage and voltage unbalance suppression which leads to a quick grid recovery after P2Gnd faults. In spite of the low voltage level, the voltage symmetry is an important factor as it enables voltage restoration to nominal values on both positive and negative poles. Without this symmetry, the voltage of one pole would decrease to an undervoltage level while the other would rise to an overvoltage level.

It should be highlighted that the proposed protection strategy is suitable for dc grids equipped with either dc cables or OHLs, or a combination of both.

3 Grid Modelling

An MTDC network has been designed in PSCAD/EMTDC to test the protection strategy presented in Section 2. The grid comprises four FB converters in a meshed/radial configuration, as observed in Figure 5. A symmetrical monopole topology is considered as it is the most widely used [8]. The network dc voltage is ± 200 kV. The converters are based on the detailed equivalent model from Manitoba HVDC Research Centre. The model has 200 submodules per arm and a 29 mH arm inductance. Converter C2 operates in a voltage control mode while the others in power control mode.

The cables and OHLs are frequency dependent (phase) models and have been scaled from [15] [16]. The links length is 200km (L12 and L14), 100km (L24) and 50km (L23). A 10 mH link end inductance is considered. The FDs have a 10 ms operation delay and no appreciable current interruption capabilities. The FDs are placed at each link end and are associated with dc relays, which have dc current and dc voltage sensors. The data processing is performed at the busbar units. These are logical units that receive data from all the HVDC line relays and any converter station that are connected to the same bus to issue protection orders. The protection strategy is coded in each busbar unit. All data is analysed locally as there is no communication between the

![Figure 5: Four-terminal MTDC network.](image-url)
logic units. The data exchange between a busbar unit and the converter station incurs a delay of 2 ms.

4 Simulation Results

To demonstrate the effectiveness of the proposed strategy, simulations are carried out using the MTDC grid in Figure 5. A P2Gnd fault with a 50 Ω impedance is applied at 10 ms on the positive pole at the middle of Link L23. This causes a voltage collapse at the positive pole and a short oscillation of current in most dc relays. Fault detection is achieved within a few time samples following the arrival of the transient waves by using the undervoltage and current derivative criteria. The discrimination algorithm is initiated at this point and a blocking order is sent to the converter stations.

Fault discrimination is based on a combination of the dc current direction and the CCRC criteria. The current direction criterion is illustrated in Figure 6, which shows the dc current of the positive pole at busbars 1 and 2. Busbar unit 1 exhibits an increased dc current ‘Ip12’, while dc currents ‘Ip14a’ and ‘Ip14b’ initially decrease. Hence, if the fault is located in a link associated with busbar unit 1, it is more likely to be at Link L12 – associated to ‘Ip12’. With regards to busbar unit 2, the dc current ‘Ip23’ increases with the arrival of the transient waves. Hence, it is concluded that Link L23 may potentially be the faulty link.

After the application of the current direction criterion in each busbar unit, the FDs classified as potentially internal to the faulty link are:

- FD 12, FD 23, FD 32 and FD 42.

Notice that the information obtained up to now is non-conclusive as the current direction algorithm offers partial discrimination only. The list of potential FDs may be further reduced with the application of the CCRC criterion.

The CCRC peak comparison criterion is analysed in Figure 7, which illustrates the dc current for a relay to the faulty link and for a relay external to the faulty link. The derivative function block has been applied with a lag of 1 ms to capture quick variations on the dc fault current behaviour. For visual clarity, only the positive values of the current derivative waves are shown. The peak detection is performed on the second order derivative signal. As mentioned previously, the discrimination algorithm starts with fault detection and ends with a converter blocking signal.

Fault discrimination is achieved by comparing the relative peaks of signals ‘pk1_32’ with ‘pk2_32’, where ‘pk1_32’ stands for the peak of the incident wave measured on the dc relay 32 and ‘pk2_32’ for the peak of the following reflected waves upon the local converter (C3) blocking instant. As ‘pk1_32’ has the largest peak, the fault is classified as internal to the associated link (L23). Similarly, signal ‘pk1_42’ is compared with ‘pk2_42’ where ‘pk1_42’ stands for the peak of the incident wave and ‘pk2_42’ for the peak of the reflected waves measured on the dc relay 42. In this case, the peak of the incident wave ‘pk1_42’ is smaller than the peak of the reflected waves. This occurs due to the dc current rising behaviour following the voltage drop caused by a converter located closer to the dc fault. Converter C2 blocks earlier than C4 due to link propagation and fault detection delays.

The blocking operation of C2 modifies the rates of change of voltage and current on the relays downstream the fault location. Hence, the peak of ‘pk2_42’ is captured at a higher value than that of ‘pk1_42’. The peak comparison leads to classify relay 42 as external to the faulty link. At the end of the discrimination criteria, the FDs classified as internal to the faulty link are:

- FD 23 and FD 32.

Figure 8 illustrates the overvoltage suppression strategy. The voltage and one phase current (upper and lower arm) of converter C2 are shown. Figure 8(c) shows the IGBT firing orders for a single submodule. It should be noted that for the adopted submodule switch numeration, the bypass state is achieved by switching on IGBTs T2 and T4, or T1 and T4. T2 and T4 switch on during the overvoltage suppression. A current above a threshold of 2 kA generates a blocking period of 1 ms. After this time, the IGBTs are switched on again. This operation is repeated until the dc voltage decays to a low and symmetrical value for a duration of 2 ms.
waves, which vary with the fault impedance. Hence, even for a large fault impedance, the protection algorithm is able to discriminate internal or external dc faults. The protection algorithm uses local dc current data from a time window up to 2 ms. Hence, fault discrimination is quickly achieved.

FB converters are able to block dc fault currents. Therefore, the use of ACCBs or DCCBs may not be necessary to protect an MTDC grid that is constructed with FB converters. For instance, when the proposed protection strategy is adopted for the system under study, the grid outage time is restricted to a few tens of milliseconds. This includes the dc fault current decay period, the operation delay of fast disconnectors, and the voltage restoration period. The grid outage time is relatively short and, thus, impacts on the ac system operation can be reduced.
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